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**АКТ**

**определения оценки потенциального вреда субъектам персональных данных в информационной системе персональных данных**

**«ВР»**

Экспертная комиссия, в составе:

**Председатель комиссии:**

А.Е. Запольских;

**Члены комиссии:**

Н.А. Блохин;

М.А. Комарова;

Л.П. Юминова;

В.Л. Топчий;

Н.В. Фархудинова;

Е.В. Лихачева;

рассмотрев исходные данные на информационную систему и на основании Федерального закона от 27.07.2006 г. N 152-ФЗ «О персональных данных», используя экспертный метод, установила:

1. В информационной системе персональных данных осуществляется обработка персональных данных следующих субъектов: сотрудники оператора, обучающиеся, законные представители обучающихся.
2. В информационной системе обрабатываются персональные данные категории «иные».
3. Для информационной системы персональных данных актуальны следующие типы возможных нарушений безопасности информации:
* нарушение целостности;
* нарушение конфиденциальности;
* нарушение доступности.
1. В информационной системе персональных данных возможны следующие уровни, вреда, которые могут быть причинены субъектам персональных данных в случае нарушения Федерального закона от 27.07.2006 г. N 152-ФЗ «О персональных данных»: низкий, средний, высокий.
2. В информационной системе персональных данных могут быть возможны следующие показатели, определяющие вероятность причинения данного уровня вреда с учетом принимаемых оператором мер, направленных на обеспечение выполнения обязанностей, перечень, которых установлен статьей 18.1 Федерального закона от 27.07.2006 г. N 152-ФЗ «О персональных данных»:
* маловероятно (отсутствуют объективные предпосылки для причинения данного уровня вреда);
* низкая вероятность (объективные предпосылки для причинения данного уровня вреда существуют, но принятые меры существенно затрудняют его реализацию) причинения данного уровня вреда, однако причинение вреда все-еще актуально);
* средняя вероятность (объективные предпосылки для причинения данного уровня вреда существуют, но принятые меры недостаточны);
* высокая вероятность (объективные предпосылки для причинения данного уровня вреда существуют и меры не приняты).

На основании исходных данных и используя экспертный метод, комиссия решила:

В информационной системе персональных данных для субъектов персональных данных актуальны следующие уровни потенциального вреда:

* сотрудники – низкий уровень вреда;
* обучающиеся – средний уровень вреда;
* законные представители обучающихся – средний уровень вреда.

В информационной системе персональных данных актуален следующий показатель, определяющий вероятность причинения данного уровня вреда с учетом принимаемых оператором мер, направленных на обеспечение выполнения обязанностей:

* сотрудники – низкая вероятность;
* обучающиеся – низкая вероятность;
* законные представители обучающихся – низкая вероятность.
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